
24 REV Journal on Electronics and Communications, Vol. 15, No. 1, January–March, 2025

Regular Article

Hybrid Satellite-Terrestrial Relaying Networks With Imperfect
Channel State Information and Directional Antenna: the Dilemma
of Facilitating Reliability and Improving Security

Lam-Thanh Tu1, Tran Trung Duy2, Quang-Sang Nguyen2, Tan N. Nguyen1, Nguyen Hong Nhu3,
Hien Q. Ta4, Nguyen Hong Giang5

1 Communication and Signal Processing Research Group, Faculty of Electrical and Electronics Engineer-
ing, Ton Duc Thang University, Ho Chi Minh City, Vietnam
2 Faculty of Telecommunications 2, Posts and Telecommunications Institute of Technology, Ho Chi Minh
City, Vietnam
3 Faculty of Engineering and Technology, Saigon University, Ho Chi Minh City, Vietnam
4 School of Electrical Engineering, International University, Ho Chi Minh City, Vietnam and Vietnam
National University, Ho Chi Minh City, Vietnam
5 Telecommunications University, Nha Trang City, Khanh Hoa Province, Vietnam

Correspondence: Lam-Thanh Tu, tulamthanh@tdtu.edu.vn
Communication: received 12 February 2025, revised 18 March 2025, accepted 20 March 2025
Online publication: 25 March 2025, Digital Object Identifier: 10.21553/rev-jec.399

Abstract– The performance of hybrid satellite-terrestrial relaying (HSTR) networks is investigated in this work. Specifically,
we examine the trade-off between reliability and security in HSTR networks using two key parameters: outage probability
(OP) and intercept probability (IP). Both metrics are derived in closed-form expressions under the assumption of imperfect
channel state information (CSI) for the legitimate channels. Additionally, a directional antenna is employed to compensate
for the significant path loss caused by the long transmission distance between the satellite and the ground terminal.
Numerical computations are provided to validate the accuracy of the derived framework. Furthermore, our findings reveal
that increasing the satellite’s transmit power and altitude has opposite effects on security and reliability. Specifically,
increasing the transmit power enhances system reliability but reduces security. In contrast, a higher satellite altitude
decreases reliability but improves security. These findings are further validated through Monte Carlo-based simulations.

Keywords– Hybrid satellite-terrestrial relaying networks, imperfect channel state information, intercept probability,
outage probability.

1 Introduction

Satellite communications have been recognized as a key
technology for sixth-generation (6G) mobile networks,
offering advantages such as a strong line-of-sight (LOS)
path, wide coverage area, and stable data rates [1].
However, satellite communications also have inherent
drawbacks. For instance, geostationary orbit (GEO)
satellites suffer from low data rates and require ex-
pensive, complex ground terminal hardware. Mean-
while, low Earth orbit (LEO) satellites provide limited
coverage and require a large constellation to ensure
reliability and/or high-speed data rates. To address
these challenges, integrating terrestrial relay stations
is considered an optimal solution to enhance satellite
communication performance. This approach not only
expands coverage, particularly in urban areas, but also
simplifies terminal hardware requirements and offers
several additional advantages [2, 3].

The performance of satellite communications and hy-
brid satellite-terrestrial relaying (HSTR) networks has
been investigated in several studies [4–17]. Nguyen
and his colleagues examined the trade-off between

security and reliability in HSTR networks under im-
perfect channel state information (CSI) [4]. However,
their study did not consider the Nakagami-m fading
channel for terrestrial communications in combination
with a directional antenna to compensate for severe
path loss in satellite communications. In [5], the authors
investigated the performance of a two-way HSTR net-
work supported by aerial access nodes combined with
non-orthogonal multiple access (NOMA). However, this
work did not consider the security aspect of the system.
Similarly, Zhang et al. in [6] also studied an HSTR
network integrating NOMA, but their focus was on
resource allocation rather than addressing the trade-
off between information security and system reliability.
The performance of an HSTR network with multiple
relay nodes under imperfect CSI was examined in [7].
The outage probability (OP) of a full-duplex HSTR net-
work under co-channel interference (CCI) was analyzed
in [8]. Lan et al. in [9] designed and experimentally
tested isotropic antennas for satellite communications.
The performance of satellite and wireless sensor net-
works was investigated in [10]. The correlation between
information security and reliability in an HSTR network
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with energy-harvesting relays was analyzed in [11].
In [12], the authors derived the OP and ergodic capacity
of HSTR systems considering mmWave and NOMA.
However, they did not account for imperfect CSI or
the use of directional antennas. The performance of
two-way HSTR networks was studied in [13], where
the authors derived both the OP and relay selection
strategies. However, they did not consider the impact
of imperfect CSI. The secrecy performance and phase
shift design of reconfigurable intelligent surfaces (RIS)-
assisted satellite networks (RISAS) were addressed
in [14] and [15]. Son and his colleagues derived the
energy OP of unmanned aerial vehicle (UAV)-enabled
simultaneous wireless information and power trans-
fer (SWIPT) networks in [16]. The impact of co-channel
interference on HSTR networks was investigated in [17].

Although the aforementioned studies have exten-
sively investigated the performance of HSTR networks
and the relationship between system reliability and
security, they have not considered the use of direc-
tional antennas and/or a generalized terrestrial chan-
nel. Therefore, in this work, we take a pioneering
step in analyzing the trade-off between security and
reliability in HSTR networks under imperfect CSI while
incorporating directional antennas. Additionally, the
terrestrial channel is modeled using a generalized
Nakagami-m fading distribution. The main contribu-
tions and novelties of the proposed network are sum-
marized as follows:

• We take a pioneering step in studying HSTR sys-
tems with imperfect CSI and directional antennas.

• We derive both the OP and intercept probabil-
ity (IP) in closed-form expressions and validate
their accuracy through Monte Carlo simulations.
Notably, the derivation framework is challenging,
as OP and IP are functions of multiple random
variables.

• We provide several valuable insights through nu-
merical results. For instance, in the proposed sys-
tem, increasing the satellite’s transmit power im-
proves system reliability but comes at the cost
of higher security risks. Similar trends are ob-
served for other key parameters, such as satellite
antenna gain and air-to-ground transmission dis-
tance. However, reducing the transmission distance
between the relay and the legitimate user enhances
system reliability but does not sacrifice the security.

The rest of this paper is structured as follows. Sec-
tion 2 describes the system model. The derivations of
both the OP and IP are provided in Section 3. Sim-
ulation results based on the Monte Carlo method are
presented in Section 4. Finally, conclusions are drawn
in Section 5.

2 System Model

Considering a hybrid satellite-terrestrial relaying net-
work, as illustrated in Figure 1. In this system, a
satellite, denoted as S, communicates with a terres-
trial user, denoted as U, with the assistance of a

ground-based relay station, denoted as R. Additionally,
a passive eavesdropper, denoted as E, is present in
the network. We assume that all nodes are equipped
with a single antenna. Specifically, the satellite is
equipped with a directional antenna, while the relay,
terrestrial user, and eavesdropper are equipped with
omnidirectional antennas.

U

R

S

E

Figure 1. An HSTR network with an eavesdropper.

2.1 Channel modeling

2.1.1 Small-scale fading modeling: The transmitted sig-
nals are affected by both small-scale fading and large-
scale path loss. More precisely, signals transmitted from
the satellite to the relay, legitimate user, and eavesdrop-
per follow a shadowed-Rician distribution. This dis-
tribution is particularly suitable for characterizing the
strong line-of-sight nature of the air-to-ground (A2G)
channel. Let βS,X denote the channel coefficient from
the satellite S to node X, where X ∈ {R, E, U}. As-
suming it follows a shadowed-Rician distribution, the
probability density function (PDF) and cumulative dis-
tribution function (CDF) of the channel gain, denoted
as fβ2

S,X
(x) and Fβ2

S,X
(x), are given by:

fβ2
S,X

(x) = ϖ
m−1

∑
v=0

θ (v) xv exp (− (ϑ − ρ) x) ,

Fβ2
S,X

(x) = 1 − ϖ
m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)
xi

× exp (− (ϑ − ρ) x) , (1)

where the parameters of the shadowed-Rician distribu-
tion are defined as follows:

ϖ =ϑ

(
2pm

2pm + q

)m
, ϑ =

1
2p

,

ρ =
ϑq

2pm + q
,

θ (v) =
(−1)v(1 − m)kρk

(v!)2 , (2)

where (x)v =
v−1
∏

k=0
(x − k) denotes the Pochhammer

symbol [18, p. xliii]. The parameters pS,X = p, ∀X,
and qS,X = q, ∀X, represent the average power of the
line-of-sight and non-line-of-sight (NLOS) components,
respectively. Additionally, mX is the fading parameter
of the channel gain from S to X.
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For the terrestrial link, we assume that the chan-
nel coefficient follows a Nakagami distribution, de-
noted as βR,Y, with shape and scale parameters,
i.e., mR,Y, ςR,Y, where Y ∈ {E, U}. As a result, the
PDF and CDF of the channel gain follows a Gamma
distribution and is given by:

fβ2
R,Y

(x) =
xmY−1

Γ (mY)
(

ςR,Y
mR,Y

)mY
exp

− x(
ςR,Y
mR,Y

)
 ,

Fβ2
R,Y

(x) =
1

Γ (mY)
γ

mY,
x(

ςR,Y
mR,Y

)
 , (3)

where Γ (•) and γ (•, •) represent the Gamma and
lower incomplete Gamma functions, respectively [18].

2.1.2 Large-scale path-loss modeling: In this work, a
simplified large-scale path-loss model is employed.
More particular, let αZ,X denote the large-scale path loss
from node Z ∈ {S, R} to node X ∈ {R, E, U}. It is given
by the following formula

αZ,X = K0dµX
Z,X . (4)

Here, K0 and µX represent the path-loss constant and
the path-loss exponent, respectively. The parameter K0
is a function of the carrier frequency and is computed

as K0 =
(

4π
λ

)2
, where λ = c

fc
is the wavelength, c is

the speed of light, and fc is the carrier frequency.

2.2 Directional antenna modeling
The satellite S employs a directional antenna to com-

pensate for the severe path loss between the satellite
and terrestrial nodes. Specifically, the following direc-
tional antenna model is used for S [19]

GS (κ) =

{
Gmax i f |κ| ≤ τ
Gmin i f τ < |κ| ≤ π

, (5)

where κ ∈ [−π, π) represents the beam direction of
the satellite antenna, and τ denotes the main lobe
beamwidth. Additionally, Gmax and Gmin correspond
to the antenna gains of the main lobe and side
lobe, respectively.

2.3 Imperfect channel sate information modeling
For the CSI, we assume the presence of imperfect

channel state information for the main links, i.e., from
S to R and U, as well as from R to U. This assumption is
highly realistic due to phase errors, satellite movement
around the Earth, and other factors. More precisely, the
following imperfect CSI model is adopted [20]

βS,W = λβS,W +
√

1 − λ2Ξ, W ∈ {R, U} , (6)

where βS,W represents the estimated channel coeffi-
cient, while λ ∈ [0, 1] denotes the correlation factor be-
tween the actual and estimated channel. Additionally, Ξ
is an additive white Gaussian noise (AWGN) with zero
mean and variance ωS,W . Regarding the eavesdropper’s
channel state information, both the satellite and relay
have only statistical CSI rather than instantaneous CSI.

2.4 Signal-to-noise ratio at legitimate user and
eavesdropper

The transmission from the satellite S to the user U
occurs in two phases (two time slots). In the first
time slot, the satellite transmits signals to both the
user U and the relay R. Additionally, due to the na-
ture of the wireless channel, the eavesdropper E also
receives signals from S. At the relay R, the decode-
and-forward (DF) protocol is applied, meaning that
the relay decodes, re-encodes the received information
from S, and forwards it to U in the second time slot.
Once again, the eavesdropper E also intercepts signals
from the relay R during this phase. The mathematical
expression for the received signal at node W ∈ {R, U}
and at the eavesdropper E in the first phase, transmitted
from the satellite, is given as follows:

y1
W =

√
PSGmaxβS,WxS + n1

W ,

y1
E =

√
PSGminβS,ExS + n1

E. (7)

Here, xS represents the signal transmitted from the
satellite, with E

{
|xS|2

}
= 1, where E {.} denotes the

expectation operator. The terms n1
W and n1

E represent
the AWGN at nodes W and E, respectively, with vari-
ance given by σ2

W = σ2
E = 10(−174+10log10(BW)+FdB)/10,

where BW represents the transmission bandwidth,
and F [dB] is the receiver noise figure. Additionally, PS
denotes the transmit power of the satellite.

In (7), we assume that the satellite S knows the
direction of both the user U and the relay R, allowing
it to adjust its antenna beam towards the intended
users, thereby achieving maximum gain. Conversely,
the antenna gain at the eavesdropper E corresponds to
the side lobe gain.

The received signals at the user U and the eavesdrop-
per E from the relay R in the second phase are given
as follows:

y2
U =

√
PRβR,U xR + n2

U ,

y2
E =

√
PRβR,ExR + n2

E, (8)

where xR represents the signal transmitted by the relay
node R, with E

{
|xR|2

}
= 1, and PR denotes the

relay’s transmit power. Both U and E employ the se-
lection combining (SC) technique to combine the direct
and indirect links. Consequently, the signal-to-noise
ratio (SNR) at U and E is given by (9) at the top of
the next page.

Here, (9) is attained by substituting (6) into (7) and (8)
and combining with the SC technique. max {•} and
min {•} are the maximum and minimum functions.

2.5 Performance metrics
In this paper, two key performance metrics, i.e.,

outage probability and intercept probability, are ana-
lyzed as the primary indicators of system performance.
The OP represents system reliability, with a lower OP
indicating higher reliability. Conversely, the IP reflects
system security, where a higher IP signifies weaker in-
formation security. The outage probability is measured
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γU =max

λ2PSGmax

(
β2

S,U +
(
1 − λ2)ωS,U/λ2

)
αS,Uσ2

U
, min

λ2PSGmax

(
β2

S,R +
(
1 − λ2)ωS,R/λ2

)
αS,Rσ2

R
,

λ2PR

(
β2

R,U +
(
1 − λ2)ωR,U/λ2

)
αR,Uσ2

R


 ,

γE =max

PSGminβ2
S,E

αS,Eσ2
E

, min

λ2PSGmax

(
β2

S,R +
(
1 − λ2)ωS,R/λ2

)
αS,Rσ2

R
,

PRβ2
R,E

αR,Eσ2
E


 . (9)

at the legitimate user U, while the intercept probability
is evaluated at the eavesdropper E. These two metrics
are mathematically expressed as follows:

OP =Pr {γU ≤ γth} ,
IP =Pr {γE ≥ γth} . (10)

Here, Pr {.} denotes the probability operator. The SNR
threshold, γth, is defined as γth = 22R/BW − 1, where R
(in bps) represents the target rate.

3 Performance Analysis

3.1 Outage Probability Analysis

The OP defined in (10) is computed as a closed-form
expression and is given by (11) as follows

OP (γth) =

(
1 − ϖ

m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)

(
γth − κ1

Ω1

)i

× exp
(
− (ϑ − ρ)

(
γth − κ1

Ω1

)))
H (γth − κ1)

×
[

1 − 1
Γ (mU)

Γ
(

mU ,
γth − κ3

Ω3

)
×
(

ϖ
m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)

(
γth − κ2

Ω2

)i

× exp
(
− (ϑ − ρ)

(
γth − κ2

Ω2

)))]
. (11)

Here, FX (x) = 1 − FX (x) denotes the complemen-
tary cumulative distribution function of the random
variable (RV) X, and H (x) represents the Heaviside
step function.

Proof: We commence the proof by reformulating the
definition of the OP as follows

OP (γth) =Pr {γU < γth}

=Pr
{

max
{

Ω1β2
S,U + κ1,

min
{

Ω2β2
S,R + κ2, Ω3β2

R,U + κ3

}}
< γth

}
=Pr

{
Ω1β2

S,U + κ1 < γth,

min
{

Ω2β2
S,R + κ2, Ω3β2

R,U + κ3

}
< γth

}
=Pr

{
Ω1β2

S,U + κ1 < γth

}
(12)

×Pr
{

min
{

Ω2β2
S,R + κ2, Ω3β2

R,U + κ3

}
<γth

}
,

where Ω1 = λ2PSGmax
αS,Uσ2

U
, Ω2 = λ2PSGmax

αS,Rσ2
R

, Ω3 = λ2PR
αR,Uσ2

R
,

κ1 =
PSGmax(1−λ2)ωS,U

αS,U σ2
U

, κ2 =
PSGmax(1−λ2)ωS,R

αS,Rσ2
R

, and

κ3 =
PR(1−λ2)ωR,U

αR,U σ2
R

. The final equation in (12) is derived
due to the independence of the direct and indirect links.

The first probability term in (12) is computed
as follows

Pr
{

Ω1β2
S,U + κ1 < γth

}
= Pr

{
β2

S,U <
γth − κ1

Ω1
, γth >κ1

}
= Pr

{
β2

S,U <
γth − κ1

Ω1

}
H (γth − κ1)

= Fβ2
S,U

(
γth − κ1

Ω1

)
H (γth − κ1)

=

(
1 − ϖ

m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)

(
γth − κ1

Ω1

)i

× exp
(
− (ϑ − ρ)

(
γth − κ1

Ω1

)))
H (γth − κ1) , (13)

where Fβ2
S,U

(
γth−κ1

Ω1

)
is attained by substituting the CDF

of β2
S,U in (1). To compute the second probability term

in (12), we proceed as follows

Pr
{

min
{

Ω2β2
S,R + κ2, Ω3β2

R,U + κ3

}
< γth

}
= 1 − Pr

{
Ω2β2

S,R + κ2 > γth, Ω3β2
R,U + κ3 > γth

}
= 1 − Pr

{
β2

S,R >
γth − κ2

Ω2

}
Pr
{

β2
R,U >

γth − κ3

Ω3

}
= 1 − Fβ2

R,U

(
γth − κ3

Ω3

)
Fβ2

R,U

(
γth − κ3

Ω3

)
= 1 − 1

Γ (mU)
Γ
(

mU ,
γth − κ3

Ω3

)
×
(

ϖ
m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)

(
γth − κ2

Ω2

)i

× exp
(
− (ϑ − ρ)

(
γth − κ2

Ω2

)))]
. (14)

Here, the third equation is obtained due to the inde-
pendence between the S → R link and the R → D link;
the final equation is derived by substituting the CCDF
of RVs β2

S,R and β2
R,U , respectively, from (3) and (1),

as referenced in [21]. Finally, the OP of the considered
network is presented in (11), thus concluding the proof.
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3.2 Intercept Probability Analysis

The intercept probability denotes the probability that
an eavesdropper successfully wiretaps the secure in-
formation of a legitimate user. It is formulated and
computed as follows

IP (γth) = 1 −
(

1 − ϖ
m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)

(
γth
Ω4

)i

× exp
(
− (ϑ − ρ)

(
γth
Ω4

))) [
1 − 1

Γ (mE)
Γ
(

mE,
γth
Ω5

)
×
(

1 − ϖ
m−1

∑
v=0

v

∑
i=0

(−1)v(1 − m)vρv

v!i!(ϑ − ρ)(v+1−i)

(
γth − κ2

Ω2

)i

× exp
(
− (ϑ − ρ)

(
γth − κ2

Ω2

)))]
. (15)

Here, Ω4 = PSGmin
αS,Eσ2

E
and Ω5 = PR

αR,Eσ2
E

.

Proof: The proof of (15) is given below

IP (γth) = Pr {γE > γth} = Pr
{

max
{

Ω4β2
S,E,

min
{

Ω2β2
S,R + κ2, Ω5β2

R,E

}}
> γth

}
= 1 − Pr

{
max

{
Ω4β2

S,E,

min
{

Ω2β2
S,R + κ2, Ω5β2

R,E

}}
< γth

}
= 1 − Pr

{
Ω4β2

S,E < γth

}
× Pr

{
min

{
Ω2β2

S,R + κ2, Ω5β2
R,E

}
< γth

}
= 1 − Fβ2

S,E

(
γth
Ω4

)
×
(

1 − Pr
{

min
{

Ω2β2
S,R + κ2, Ω5β2

R,E

}
> γth

})
= 1 − Fβ2

S,E

(
γth
Ω4

)
×
(

1 − Pr
{

Ω2β2
S,R + κ2 > γth

}
Pr
{

Ω5β2
R,E > γth

})
= 1 − Fβ2

S,E

(
γth
Ω4

)
(16)

×
(

1 − Pr
{

β2
S,R >

γth − κ2

Ω2

}
Pr
{

β2
R,E >

γth
Ω5

})
= 1 − Fβ2

S,E

(
γth
Ω4

)
×
(

1 − Fβ2
S,R

(
γth − κ2

Ω2

)
Fβ2

R,E

(
γth
Ω5

))
.

Here, the fourth equation is obtained due to the in-
dependence of the direct and indirect links; the fifth
equation is derived by utilizing the definition of the
CDF of the RV β2

S,E; the seventh equation is derived
from the fact that the first and second hops of the
indirect links are uncorrelated, and the final equation
is obtained by utilizing the definition of the CCDF of
RVs β2

S,R, and β2
R,E, respectively. Finally, by substituting

Fβ2
S,E

(
γth
Ω4

)
, Fβ2

S,R

(
γth−κ2

Ω2

)
, and Fβ2

R,E

(
γth
Ω5

)
from (1) and

(3) into (16), we derive (15). This concludes the proof.
Remark: Upon inspection of (11) and (15), it is observed

that increasing the scale parameter of the eavesdropper link
from the relay to the eavesdropper enhances the IP. Similar

observations hold for the scale parameter of the legitimate link
from the relay to the destination. Furthermore, increasing the
relay’s transmit power facilitates an increase in both the IP
and the OP.

4 Numerical Results

In this section, simulation results based on the Monte
Carlo method are presented to evaluate the perfor-
mance of the proposed model. Unless otherwise stated,
the parameters listed in Table II are used throughout
this section. For the air-to-ground link, we consider
three distinct cases: light shadowing (LS), moderate
shadowing (MS), and heavy shadowing (HS). The cor-
responding parameter sets for these cases are provided
in Table I.

Table I
Air-to-Ground channel parameters [8, 14].

Parameters m p q
Heavy shadowing (HS) 1 0.063 0.0007
Moderate shadowing (MS) 3 0.163 0.15
Light shadowing (LS) 5 0.251 0.279

Table II
Simulation Parameters [22].

Parameters Value
The iteration number of the
Monte Carlo simulations

2.5 × 106

Carrier frequency fc = 2.5 GHz
Noise figure 6 dB
The maximal beam gain Gmax = 40 dBi
The minimum beam gain Gmin = 0 dBi
The main lobe beamwidth τ = 30o

The expected target rate Rth = 100 kbps
Correlation coefficient λ = 0.9
Path-loss exponent for air-to-
ground links

µS,X = 2.25

Path-loss exponent for terres-
trial links

µR,Y = 2.85

Transmission bandwidth BW = 1 MHz
Satellite transmit power PS = 30 dBm
Relay transmit power PR = 30 dBm
Transmission distance from S
→ X, X ∈ {R, E, U}

dS,X = 500 km (LEO)

Transmission distance from R
→ U

dR,U = 100 m

Transmission distance from R
→ E

dR,E = 80 m

Shape and scale parameters
link from R → E

mR,E = 2.5 and ςR,E = 2.5

Shape and scale parameters
link from R → U

mR,U = 3.5 and ςR,U = 3.5

Figure 2 examines the outage probability as a func-
tion of the satellite transmit power PS under both heavy
and light shadowing conditions. The results indicate
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Figure 2. OP versus satellite transmit power for two cases, heavy and
light shadowing. Solid lines are computed via (11) while markers are
based on Monte-Carlo simulations.

that increasing PS significantly enhances OP perfor-
mance. Specifically, for both shadowing scenarios, the
OP approaches zero when PS ≥ 30 dBm. Furthermore,
Figure 2 demonstrates that light shadowing yields bet-
ter performance than heavy shadowing. For example,
to achieve an OP of 0.1, the light shadowing scenario
requires only PS = 17 dBm, whereas the heavy shadow-
ing scenario necessitates a much higher PS of 26 dBm.
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Figure 3. IP versus satellite transmit power for two cases, heavy and
light shadowing. Solid lines are computed via (15) while markers are
based on Monte-Carlo simulations.

Figure 3 analyzes the intercept probability as a func-
tion of the satellite transmit power PS. The results
clearly show that IP increases with PS, indicating a
decline in system security. This occurs because as PS in-
creases, the received signal strength improves not only
at the legitimate user but also at the eavesdropper. Con-
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Figure 4. OP vs. correlation coefficient for two scenarios, light and
average shadowing with PS = PR = 12 and PS = PR = 15 [dBm].
Solid lines are computed via (11) while markers are based on Monte-
Carlo simulations.

sequently, while system reliability improves, security
is compromised. Additionally, the results confirm that
the light shadowing scenario provides better overall
performance compared to the heavy shadowing case.

Figure 4 illustrates the OP performance concerning
the channel estimation coefficient λ. The results show
that as λ → 1, OP improves significantly, confirming
that perfect CSI estimation yields the best performance.
Additionally, Figure 4 highlights the notable impact
of λ in both light and average shadowing scenarios.
Specifically, for PS = PR = 12 dBm, when λ < 0.6,
the OP remains at 1, whereas for λ = 1, the OP
decreases to 0.83 in the average shadowing case. In
contrast, for the light shadowing scenario, the effect
of λ is more pronounced, with the OP varying by
approximately 0.45 as λ increases from 0 to 1. Fur-
thermore, increasing the transmit power at both PS
and PR significantly improves the OP and compen-
sates for channel correlation. For example, in the LS
case, with PS = PR = 15 dBm, achieving OP = 0.6
requires λ = 0.55, whereas for the same OP value
under PS = PR = 12 dBm, λ must be increased to 0.96.

Figure 5 illustrates the impact of the correlation
coefficient λ on IP. In contrast to OP, IP increases
with λ, indicating that higher channel estimation accu-
racy leads to a greater security risk. This suggests that
when channel estimation errors are lower, the system
becomes more susceptible to eavesdropping. Addition-
ally, in favorable channel conditions, the vulnerability
to wiretapping is further exacerbated. We observe once
again that increasing the transmit power at both the
source and the relay not only enhances OP performance
but also raises the security risk, as IP increases. From
Figures 4 and 5, it is evident that a trade-off exists
between security and reliability in the considered sys-
tem under the influence of the correlation coefficient.
Therefore, a potential extension of this study is to
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Figure 5. IP vs. correlation coefficient for two scenarios, light and
average shadowing with PS = PR = 12 and PS = PR = 15 [dBm].
Solid lines are computed via (15) while markers are based on Monte-
Carlo simulations.
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Figure 6. OP and IP vs. dS,X for two scenarios, heavy and light
shadowing. All curves are plotted by (11) and (15).

determine an optimal λ that balances both IP and
OP performance.

Figure 6 examines the variations in OP and IP as
functions of the transmission distance from the satellite
to the ground (i.e., satellite altitude). The results indi-
cate that increasing the transmission distance improves
system security (IP decreases) but simultaneously de-
grades system reliability (OP increases). This trade-off
highlights the need for careful optimization of both
satellite transmission distance and transmit power to
achieve a balanced trade-off between security and relia-
bility. Future research can explore strategies to optimize
these parameters for enhanced system performance.

Figure 7 examines the outage probability perfor-
mance as a function of the transmission distance be-
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Figure 7. OP vs. dR,U for three scenarios, heavy, average, and light
shadowing. Solid lines are computed via (11) while markers are based
on Monte-Carlo simulations.

tween the relay and the main user (dR,U) under dif-
ferent shadowing conditions, namely light, moderate,
and heavy shadowing. The results indicate that increas-
ing dR,U degrades OP performance across all scenarios.
However, the extent of degradation varies significantly
depending on the shadowing conditions. Specifically,
under light shadowing, the worst OP remains just
above 0.3, whereas under heavy shadowing, it ap-
proaches nearly 1. Interestingly, the OP remains con-
stant when dR,U increases beyond a certain threshold.
This phenomenon occurs because, as dR,U → ∞, the
system performance becomes constrained by the direct
link between the satellite and the user, rendering the
impact of the relay negligible, regardless of the shad-
owing conditions.

We do not provide a corresponding figure for in-
tercept probability versus dR,U because IP remains
unaffected. Since dR,U only influences the legitimate
user’s channel and has no impact on the eavesdropper’s
channel, it does not alter system security.

Figure 8 illustrates the impact of antenna gain on OP
under various shadowing conditions for a carrier fre-
quency operating in the L-band at fc = 1.616 GHz.
The results indicate that favorable channel conditions
play a crucial role in enhancing system reliability. Ad-
ditionally, the findings emphasize the significant role
of antenna gain in mitigating the severe path loss
associated with long-distance air-to-ground or satel-
lite communications. Specifically, across all scenarios,
the system remains in outage when the maximum
antenna gain Gmax is below 12 dBi. However, when
Gmax reaches approximately 40 dBi, the system achieves
near-perfect reliability, i.e., OP ≈ 0, regardless of
shadowing conditions.

Figure 9 illustrates the IP performance as a function
of the maximum antenna gain Gmax under different
shadowing conditions. Once again, we observe an in-
verse relationship between OP and IP with respect
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Figure 8. OP vs. Gmax for various shadowing conditions with carrier
frequency, fc = 1.616 [GHz]. Solid lines are computed via (11) while
markers are based on Monte-Carlo simulations.
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Figure 9. IP vs. Gmax for various shadowing conditions with carrier
frequency, fc = 1.616 [GHz]. Solid lines are computed via (15) while
markers are based on Monte-Carlo simulations.

to Gmax. Specifically, while OP decreases as Gmax in-
creases, IP exhibits a monotonically increasing trend.
This indicates that higher antenna gain enhances sys-
tem reliability but simultaneously makes the system
more vulnerable to eavesdropping.

5 Conclusion

This paper investigated the performance of a hybrid
satellite-terrestrial relay network, considering imperfect
channel state information and directional antennas.
Specifically, we analyzed two key performance metrics:
OP and IP. Our results reveal that increasing the satellite
transmit power enhances system reliability but simul-

taneously compromises security. Likewise, increasing
the satellite altitude has opposing effects on OP and
IP, emphasizing the need to optimize satellite altitude
for balanced performance in hybrid satellite-terrestrial
networks and satellite communications. Moreover, the
impact of imperfect CSI primarily affects the legiti-
mate channel, as only statistical CSI is available for
the eavesdropper’s channel. This study opens several
avenues for future research. One promising direction
is the application of friendly jamming techniques to
enhance security without degrading reliability. Another
potential extension is the integration of radio-frequency
energy harvesting at the terrestrial relay and/or end
users to improve the network’s energy efficiency.
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